
Pro Chapter 4: Monitoring and Optimizing System Performance and Reliability (Part 3)


Optimizing and Troubleshooting Application Performance
Pages 305-308
Application performance can be either
1. The real performance: how fast its processing really is
2. The perceived performance: the response to the user (may be slower due to network delays, etc.)
3. The consistency of the application’s response: how does response change with workload?
The application designer needs to test performance at real load

Memory Bottlenecks

· Counters to assess application performance are on page 307
Application Disk Space

· Estimating disk size needed: Allow 1 GB for OS, add size of all applications, paging file, and user files, and allow more (110% of this number, for example) for growth
Disk Usage by Applications

· Sequential access is faster than random access

· If you need random access, a striped volume can speed it up
Managing Hardware Profiles
Pages 308-310

· The purpose of hardware profiles is to set up alternate bootup sequences for two or more hardware configurations.

· Usually hardware profiles are used for laptops with docking stations that add new hardware

· To create a hardware profile, open System in control panel, click the Hardware tab, and click Hardware Profiles.

· Under Available Hardware Profiles, select Profile1 and click Copy.  Click OK.

· Reboot into the new profile and use Device Manager to change hardware settings.

Recovering System and User Data
Pages 310-316

Backup Types
· Normal Backup
· Backs up all the selected files and marks each file as having been backed up (sets the archive bit)
· Requires only one tape to restore the data
· Copy Backup
· Backs up selected files but does not mark the files as having been backed up (does not set the archive bit)
· Requires only one tape to restore the data
· Differential Backup
· Backs up only the files that are not marked as having already been backed up (those files with archive bit zero)
· Does not mark the files as having been backed up (does not set the archive bit)
· Requires two tapes to restore the data: the last normal backup and the last incremental backup
· Incremental Backup
· Backs up only the files that are not marked as having already been backed up (those files with archive bit zero)
· Marks each file as having been backed up (sets the archive bit)
· Requires several tapes to restore the data: the last normal backup and all the incremental backup tapes created since the last normal backup
· Daily Backup
· Backs up only the files that were changed today
· Does not mark the files as having been backed up (does not set the archive bit)
· Requires several tapes to restore the data: the last normal backup and all the daily backup tapes created since the last normal backup

Activity: Backing up and Restoring Data
Teams of Two Students

Creating a Folder with Important Data

Each student should do this portion on their original machine:

1. Create a folder on the root of C: named Important.
2. Open Notepad and type in some text.  Save the file as C:\Important\MyFile1.txt.  Close NotePad.

3. Open Notepad and type in some text.  Save the file as C:\Important\MyFile2.txt.  Close NotePad.

4. Make sure both students have done steps 1-3.  Then switch machines with your partner.
Backing up the Important Folder

Each student should do this portion on their partner’s machine:

5. Create a folder on the root of C: named Backup.
6. Click on Start, Programs, Accessories, System Tools, Backup.

7. Click the Schedule Jobs tab and click the Add Job button in the lower-right corner.

8. The first Backup Wizard screen opens, titled Welcome to the Windows 2000 Backup and Recovery Tools.  Click Next.

9. The next window is titled What to Back Up.  Select Back up selected files, drives, or network data and click Next.
10. The next window is titled Items to Back Up.  In the left pane, expand My Computer, and expand C:.  Click the box next to Important to select that folder and click Next.

11. The next window is titled Where to Store the Backup.  In the Backup media or file name box, enter c:\backup\backup.bkt.  Click Next.

12. The next window is titled Type of Backup.  Leave the type set at Normal and click Next.

13. The next window is titled How to Backup.  Click Next.

14. The next window is titled Media Options.  Click Next.

15. The next window is titled Backup Label.  Click Next.

16. A window pops up titled Set Account Information.  Enter your administrator password and click the OK button.

17. The next window is titled When to Backup.  Click Now.  Click Next.

18. The next window is titled Completing the Backup Wizard.  Click Finish.

19. Several windows open and close as the backup proceeds.  When it is done, a window appears titled Backup Progress with a message saying The backup is complete.
20. Close all windows and return to your original machine.
Damaging the Important Data

Each student should do this portion on their original machine:

21. Open C:\Important\MyFile1.txt and change the text.  Click File, Save to save the changes.  Close NotePad.
22. Delete the C:\Important MyFile2.txt file.
23. Right-click Recycle Bin and click Empty Recycle Bin.  When the Confirm File Delete box pops up, click Yes.
24. Make sure both students have done steps 21-23.  Then switch machines.
Restoring the Important Folder

Each student should do this portion on their partner’s machine:

25. Click on Start, Programs, Accessories, System Tools, Backup.

26. Click the Restore tab.

27. In the left pane, expand File and expand the backup file you just created.

28. Click the + sign to the left of the C: to expand it.  When a Backup File Name box pops up, click OK.  Wait for a few seconds, and the C: will expand to reveal the Important folder.

29. Check the box next to the Important folder.  
30. Note the options at the bottom of the screen: Restore Files To: Original Location and If files already exist: Do not replace.
31. Click the Start Restore button.

32. When the Confirm Restore box opens, click OK.  

33. When the Enter Backup File Name opens, confirm that it is using C:\Backups\Backup.bkf and click the OK button.
34. Several windows open and close as the restore proceeds.  When it is done, a window appears titled Restore Progress with a message saying The restore is complete.

35. Close all windows and return to your original machine.
Viewing the Important Data After the Restore
Each student should do this portion on their original machine:

36. Open C:\Important\MyFile1.txt and view the text.  Did the restore operation undo your changes?  Why or why not?

37. Open C:\Important\MyFile2.txt and view the text.  Did the restore operation recover your lost file?  Why or why not?

Creating an Emergency Repair Disk (ERD)
Page 316 and Page 325
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Backup can be used to create an Emergency Repair Disk (ERD) on a single floppy disk

· The ERD can be used to repair problems with the boot sector on your system disk

· Optionally, Backup will also back up the registry to the file %systemroot%\repair directory.  This can enable you to restart your machine if the bootup files are damaged. 
Restoring Your System Using the ERD

· You must use the Windows 2000 installation CD or setup floppies

· Details are on page 326
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The Boot Process
Pages 317-325

Preboot

· Power-on Self-Test (POST) determines amount of RAM and detects hardware devices
· Failure at this stage is a hardware problem

· BIOS finds the boot device, loads the Master Boot Record (MBR) into memory, and executes it
· MBR scans the partition table to locate the active partition and loads the boot sector from the active partition into memory, and executes it
· The NTLDR file is loaded into memory from the active partition.  NTLDR is a hidden system file in the root sector of your system partition.
Initial Boot Phase
· NTLDR does these things:
· Switches processor from real mode to 32-bit flat memory mode

· Starts minifile system drivers

· Displays the Boot Loader Operating System Selection menu from boot.ini
· NTDETECT.COM detects hardware
Configuration Selection

· OS Loader presents you with a selection of hardware profiles
Kernel Load Phase

· The Kernel NTOSKRNL.EXE is loaded.  Then the hardware abstraction layer and device drivers are loaded.

Advanced Boot Options
Pages 320-321

Press F8 during bootup to get the options listed on page 320.

· Safe Mode starts the system with only the most basic devices

· Safe Mode with Networking starts the system with only the most basic devices and the network card

· Enable Boot Logging writes log information to %systemroot%\NBTLOG.TXT
Boot.ini file contains ARC paths to the boot partition, such as 

· Multi(0)disk(0)rdisk(1)partition(2)

Boot.ini switches like /fastdetect are listed in page 322 and on links Pro Ch 4g and Pro Ch 4h on my Web page
· Multi(0)disk(0)rdisk(1)partition(2)\WINNT=”Win2kPro” /fastdetect
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Startup and Recovery Options
· can be set in the System object in Control Panel, from the Advanced tab. 
Last Known Good Configuration
· Starts Windows 2000 with the registry keys from the last successful bootup.

· Helps if you just added a driver or made some other change that makes bootup impossible

· Does not help if the problem is not a configuration problem, such as user profile or permissions

· Does not help after a successful boot

· Does not help with hardware, missing files, or corrupted files

Saving and Restoring System State Data
· This Backup option saves the Registry and other system files.

To back up System State data:

1. Open Backup

2. Click the Backup tab, and then in Click to select the check box for any drive, folder, or file that you want to back up click the box next to System State. This will back up the System State data along with any other data you have selected for the current backup operation.
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