
Server Chapter 6: Network Connections (Part 1)


Networking Architecture
Pages 442-444
[image: image1]User Mode is where applications such as Internet Explorer interact with the user
Kernel Mode is the part of the operating system that handles the hardware to accomplish User Mode requests
· File System Drivers accept requests from the network, make requests to the network, and redirect information requests to the appropriate file systems like FAT or NTFS
· Transport Driver Interface defines a set of specifications for communications at higher layers
· Transport Protocols define the network communication process 
· Network Adapter Card Drivers (and the NDIS wrapper) handles communication with the network adapter card
· Network Adapter Card sends data out onto the network cable as electrical signals.  Also called a Network Interface Card or NIC.
Creating a Connection
Pages 445-446
Windows 2000 uses connections to handle all network communications
LAN connections are created automatically when a network adapter card is installed
Other connections have to be configured manually
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Right-click My Network Places and select Properties, then double-click the Make New Network Connection
· Dial-up to a private network and Dial-up to the Internet are used for modem, X-25, or ISDN
· Connect to a private network through the Internet is used for a VPN (Virtual Private Network)
· Accept incoming connections lets a Win 2000 Pro or Win 2000 Server machine in a workgroup be a host.  Member Servers and Domain Controllers use Routing and Remote Access instead.
· Connect directly to another computer can connect two machines via serial ports, parallel ports, or infrared ports without using network interface cards or network cable
Activity: Creating and Configuring a Connection
Pages 447-450

· This activity must be done on a Windows 2000 Server that is not a domain controller, and not connected to the building’s network.
Creating a Dial-up Connection
1. Right-click My Network Places and select Properties.
2. Double-click Make New Connection to start the Network Connection Wizard.  Click Next.  (If a box pops up asking for your area code, enter 510.)  

3. In the Network Connection Type window, choose Dial-up to a private network and click Next.

4. In the Phone Number to Dial window, enter 111-2222 and click Next.

5. In the Connection Availability window, accept the default selection of For all users and click Next.
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In the Internet Connection Sharing window, read the options, accept the default setting, and click Next.

7. In the Completing the Network Connection Wizard window, enter a name of Test Dial-up Connection and click Finish.
8. Your connection should now appear in the Network and Dial-up Connections window as shown to the right on this page. 
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Advanced Settings
9. In the Network and Dial-up Connections window, select Advanced, Advanced Settings from the menu bar.  The Advanced Settings dialog box opens as shown to the right on this page.
10. The Adapters and Bindings tab of the Advanced Settings dialog box can be used to configure the order in which connections are used to perform network functions., and the order in which the protocols bound to the connections are used.

11. As shown to the right, the Local Area Connection is used for two services: File and Printer Sharing for Microsoft Networks (the Server service, which listens to network requests for shared files and folders), and Client for Microsoft Networks (the Workstation service that initiates connections to network resources on other computers).  Each service has the Internet Protocol (TCP/IP) bound to it.  If there were other bound protocols, you could select the order in which they were used here.
12. Click the Provider Order tab.  The only provider is Microsoft Windows Network.  If the network had other providers, such as NetWare, you could select the order in which they were used here.  You can also select the order in which printers are accessed here.
13. Close the Advanced Settings dialog box.

The Windows Optional Networking Components Wizard
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Click Advanced, Optional Networking Components in the Network and Dial-up Connections window.
15. The Windows Optional Networking Components Wizard opens, as shown to the right on this page.  It offers some of the Windows components that are available through Add/Remove Programs in Control Panel.
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If the Management and Monitoring Tools check box is empty, as shown to the right on this page, that means the component is not installed.  Select Management and Monitoring Tools and click the Details button.
17. The Management and Monitoring Tools window opens as shown to the right on this page.  There are three subcomponents: Connection Manager Components, Network Monitor Tools, and Simple Network Management Protocol as shown to the right on this page.  Click on Connection Manager Components and read the Description that appears in the lower part of the window.  Click each of the other subcomponents and read their descriptions.  Check all three subcomponents and click OK to close the Management and Monitoring Tools window.

18.  Note that the check box next to Management and Monitoring Tools in the Windows Optional Networking Components Wizard window is now checked on a white background, indicating that all the subcomponents are selected.

19. Select Networking Services and click the Details button.  Click each component and read the descriptions.  Make sure all the components are selected and click the OK button.
20. Select Other Network File and Print Services and click the Details button.  Click each component and read the descriptions.  Make sure all the components are selected and click the OK button.
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CHECK TO MAKE SURE YOUR NETWORK CABLE IS UNPLUGGED from the building network.  Otherwise these newly installed components (especially DHCP)  may block other machines in the other rooms from accessing the Internet.

22. In the Windows Optional Networking Components Wizard, verify that all the check boxes show black check marks on a white background and click Next.  Insert your Windows 2000 installation CD-ROM when prompted to.
The Status Dialog Box
23. In the Network and Dial-up Connections window, right-click Local Area Connection and select Status.  Read through the box, noting the status, duration, speed, and activity information.  The Disable button will disable the connection, immediately disconnecting all users connected and aborting all network transfers in progress through that connection.  The Properties button will open the connection Properties dialog box.  Close the Local Area Connection Status window.
The Connection Properties Dialog Box
24. In the Network and Dial-up Connections window, right-click Local Area Connection and select Properties.  This is a box we have used many times, to add new clients, protocols, or services with the Install button, and to configure TCP/IP properties with the Properties button.
Activity: Making a NWLink LAN
Pages 450-454 and Pages 180-188
· For this activity, disconnect all the computers you are using from the building network and connect them together using hubs.  Any number of computers can share the same hub – they will all end up in the same NWLink LAN.

· The computers may be using Windows 2000 Server or Windows 2000 Professional, but they should not be domain controllers.  At least one of them must be using Windows 2000 Server.
Installing NWLink: Do this on Each Computer
25. If necessary, right-click My Network Places and click Properties, and in the Network and Dial-up Connections window, right-click Local Area Connection and select Properties to open the Local Area Connection Properties window.
26. Click the Install button.

27. In the Select Network Component Type window, select Protocol and click the Add button.

28.  In the Select Network Protocol window, click NWLink IPX/SPX/NetBIOS Compatible Transport Protocol and click OK.

29. Two new items appear in the Local Area Connection Properties window: NWLink NetBIOS and NWLink IPX/SPX/NetBIOS Compatible Transport Protocol.  NWLink NetBIOS is needed for file and print sharing between Windows 2000 computers over IPX, but not for earlier versions of Windows (see link Srv Ch 6b on my Web page).  
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In the Local Area Connection Properties window, click NWLink IPX/SPX/NetBIOS Compatible Transport Protocol and click the Properties button.  Note the default settings: an Internal Network Number of 00000000 and Auto frame type detection.  Leave these settings as they are and click OK.
Disabling AppleTalk and TCP/IP: Do this on Each Computer
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In the Local Area Connection Properties window, scroll down to see the two other protocols that are enabled: AppleTalk Protocol and Internet Protocol (TCP/IP).  Clear the check boxes on these protocols as shown to the right on this page.  Click the Close button.
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32. To verify that TCP/IP is disabled, open a Command Prompt window and enter IPCONFIG /ALL.  You should see a response like the one shown to the right on this page, showing that your computer no longer has an IP Address.
Renaming the LAN Connection
33. In the Network and Dial-up Connections window, right-click Local Area Connection and select Rename.  Type in the name NWLink LAN and press the Enter key.
Testing the NWLink LAN: Do this on Each Computer
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Create a folder in the root of C: named LANShare and create a text document in that folder named HELLO.TXT with your name and your station number in it.  Share that folder.

35. Right-click My Network Places and select Explore.  Expand Computers Near Me and navigate to another machine on your NWLink LAN, as shown to the right on this page.  Find the LANShare shared folder and open it.  Open the HELLO.TXT document to verify that your network is working, sharing files and folders. 
Creating a Gateway Machine: Do this on One Computer in your NWLink LAN
36. Select a computer running Windows 2000 Server to be the gateway machine from your NWLink LAN to the building’s TCP/IP LAN.  This is your Gateway Computer.
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Shut down the Gateway Computer and install a second Network Interface Card in it.  Start it up again and log in as Administrator with a password of password.

38. Right-click My Network Places and click Properties, and in the Network and Dial-up Connections window, right-click the new Local Area Connection and select Rename.  Type in the name Internet and press the Enter key.  Your window should now look like the figure to the right on this page.

39. Right-click Internet and select Properties to open the Internet Properties window.  Clear the check marks next to NWLink NetBIOS, NWLink IPX/SPX/NetBIOS Compatible Transport Protocol, and any other protocols listed, and make sure Internet Protocol (TCP/IP) is checked.
40. Select Internet Protocol (TCP/IP) and click the Properties button.  Make sure that the Obtain an IP address automatically and Obtain DNS server address automatically radio buttons are selected and click the OK button.  In the Internet Properties window, click the OK button.  
41. Open an Internet Explorer window and verify that you can get to the Internet.  If the Internet Connection Wizard starts, connect through a LAN and use automatic discovery of proxy.

42. Go to another machine in the room that is not connected to your NWLink LAN, but that is connected to the building’s network.  Open Internet Explorer window on that machine and verify that you can get to the Internet.  This machine will be called the Foreign Machine from now on.

43. On the Foreign Machine, right-click My Network Places and select Explore.  Expand Computers Near Me and navigate to the Gateway Machine.  .Find the NWLink shared folder and open it.  Open the HELLO.TXT document to verify that your Gateway Machine is sharing its files and folders with the building’s network.
44. Your network is now like the drawing below.  Notice that you cannot reach the other machines on your NWLink LAN from the Foreign Machine.  That’s because the Gateway Machine is not yet configured to transmit traffic from the NWLink LAN to the Building’s LAN.
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Installing Gateway Service for NetWare: Do this on the Gateway Machine
45. If necessary, right-click My Network Places and click Properties.  Right-click NWLink LAN and select Properties to open the NWLink LAN Properties window.
46. Click the Install button.

47. In the Select Network Client window, select Client and click the Add button.
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In the Select Network Client window, select Gateway (and Client) Services for NetWare and click the OK button.
49. In the Select NetWare Logon box, accept the default selection of Preferred Server and click the OK button.
50. Restart your machine when you are prompted to.

51. On the Foreign Machine, right-click My Network Places and select Explore.  Expand Computers Near Me and navigate to the Gateway Machine.  .Find the LANShare shared folder and open it.  Open the HELLO.TXT document to verify that your Gateway Machine is sharing its files and folders with the building’s network.

52. Try to access the shared folders on the other machines in your NWLink LAN from the Foreign Machine.  You cannot, because the Gateway Service for NetWare requires a NetWare server.

· You can move files from the NWLink LAN by copying them first to the Gateway Machine, and then to the Building’s LAN, but there is no direct communication between the NetWare only machines and the building’s TCP/IP LAN.

· To translate IP to IPX, we need to create a Bridge – a device that translates protocols to allow communication between dissimilar networks.  That is beyond the scope of this course, although we will return to it in the Net+ course.
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Troubleshooting NWLink
Pages 452-454

Two things can go wrong with NWLink
· NWLink is not bound to the network interface adapter
· In Network Adapter Properties, if NWLink NetBIOS and NWLink IPX/SPX/NetBIOS Compatible Transport Protocol are not bound to the adapter, as shown in the figure to the right, the adapter will not transmit or receive IPX traffic.
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· Click Advanced, Advanced Settings from the Network and Dial-up Connections Properties window to make sure that NWLink is bound to the File and Printer Sharing for Microsoft Networks service and to the Client for Microsoft Networks service, as shown in the windows to the right.
· The network number and/or frame type is configured incorrectly
· Enter the IPXROUTE CONFIG command at a command prompt to see the connection names, the external network number, the node number, and the frame type, as shown in the figure below.
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Activity: Making a NetBEUI LAN
Pages 454-456 

· For this activity, use the same setup you used for the NWLink LAN.

Disabling NWLink: Do this on Each Computer
53. If necessary, right-click My Network Places and click Properties, and in the Network and Dial-up Connections window, right-click NWLink LAN and select Properties to open a NWLink LAN Properties window.
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Remove the check marks by NWLink NetBIOS and NWLink IPX/SPX/NetBIOS Compatible Transport Protocol, as shown in the figure to the right on this page.  Click the OK button.
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When a Network Connections box opens as shown to the right on this page, read it and click the No button.  This box is warning you that there are no longer any network protocols bound to the adapter, so that it can no longer perform file or print sharing, or act as a client.

56. If the Network Connections box does not appear, verify that you have unchecked all the transport protocols in the NWLink LAN Properties.  If it still does not appear, go on to the next step anyway.

57. Click Advanced, Advanced Settings in the Network and Dial-up Connections window and verify that all the protocols are disabled in the File and Printer for Microsoft Networks and Client for Microsoft Networks sections.  If any protocols are still checked, uncheck them, so that your window is like the example to the right on this page. 
58. Right-click My Network Places and select Explore.  Expand Computers Near Me and try to find the other machines on your NWLink LAN.  They can no longer be reached, because although the cable and hub are still connected, there is no protocol bound to the network adapter --  no way for the higher-level processes in your computer to communicate with the network adapter.
59. In the Network and Dial-up Connections window, right-click NWLink LAN and select Properties to open a NWLink LAN Properties window.  Notice that Client for Microsoft Networks and File and Printer Sharing for Microsoft Networks are unchecked.  They were automatically cleared when you disabled the last protocol.

Installing NetBEUI: Do this on Each Computer
60. In the Network and Dial-up Connections window, right-click NWLink LAN and select Properties to open a NWLink LAN Properties window.  Click the Install button.  

61. In the Select Network Component Type window, click Protocol and click the Add button.

62. In the Select Network Protocol window, click NetBEUI Protocol and click the OK button.

63. In the NWLink LAN Properties window, click the Close button.

64. In the Network and Dial-up Connections window, right-click NWLink LAN and select Rename.  Type in the name NetBEUI LAN and press the Enter key.
Testing the NetBEUI LAN: Do this on Each Computer
65. Right-click My Network Places and select Explore.  Expand Computers Near Me and navigate to another machine on your NetBEUI LAN, as shown to the right on this page.  Find the LANShare shared folder and open it.  Open the HELLO.TXT document to verify that your network is working, sharing files and folders. 
Troubleshooting NetBEUI
Page 456

NetBEUI cannot be configured: it used broadcast packets to find networked devices, and it identifies computers by name, so there is not much to go wrong.

Here are some things to check if you have troubles with NetBEUI:
· Check network infrastructure: cables and cards and drivers
· Check computer names, make sure there are no duplicates (right-click My Computer and select Properties)

· Check network bindings to make sure all the computers and services are using NetBEUI
TCP/IP

Pages 457-481
TCP/IP Addresses and Subnets

· IP addresses are four 8-bit values like 204.219.197.223
· Class A addresses have first octet 1 – 126 and have a subnet mask of 255.0.0.0
· Class B addresses have first octet 128 – 191 and have a subnet mask of 255.255.0.0
· Class C addresses have first octet 192 – 223 and have a subnet mask of 255.255.255.0
· Default Gateway is where packets addressed outside the local subnet are sent
· Packets are ultimately delivered not to IP addresses, but to MAC Addresses (unique identifying numbers built into each Network Interface Card (NIC).
· ARP (Address Resolution Protocol) is used to determine the MAC Address from the IP Address
· The ARP –A command at a command prompt shows recently used IP addresses and their MAC Addresses
TCP/IP Name Resolution Theory

· Names can be resolved to IP addresses in five ways
· Domain Name System (DNS)

· Used on the Internet 
· Each domain has one or more DNS servers that resolve hosts in its domain, by responding to queries
· A recursive query indicates that the client wants a definitive answer to its query. The response to the recursive query must be a valid address or a message indicating that the address cannot be found.
· An iterative query indicates that the client will accept a referral to another server in place of a definitive answer to the query.
· For details, see link Src Ch 6d on my Web page
· Windows Internet Name Service (WINS)
· At present, NetBEUI is used almost exclusively on small, non-routed networks composed of computers running a variety of operating systems, including: Win NT Server 3.5 and later, Win NT® Workstation version 3.5 and later, LAN Manager, Win® for Workgroups, Win® version 3.1, Win® 95, Win® 98Win NT® version 3.1, and LAN Manager for UNIX, as well as IBM PCLAN and LAN Server
· NetBEUI uses NetBIOS names, and they must be resolved to IP addresses to connect to TCP/IP networks
· A WINS server has a database that is dynamically populated with mappings of NetBIOS names to IP Addresses as the hosts announce their presence on the network
· WINS records are erased when a client shuts down, or after six days (the default Time to Live)
· WINS Clients  use one of these NetBIOS Resolution Node Types

B-node (broadcast)
Uses broadcast only, does not use WINS
P-node (peer-to-peer)
Uses WINS only, never used broadcast
M-node (mixed)
Uses broadcast, tries WINS if that fails
H-node (hybrid)
Uses WINS first, tries broadcast if that fails
· HOSTS files
A local text file that can replace or supplement DNS resolution
· LMHOSTS files
A local text file that can replace or supplement WINS resolution
· HOSTS and LMHOSTS are in \WINNT\SYSTEM32\DRIVERS\ETC
· Network Broadcast
· Host Names (such as Web addresses in Internet Explorer) are resolved in this order:
1. Check to see if the name the host name of the local machine

2. Look in the local HOSTS file

3. Query the DNS server

4. Check the local NetBIOS name cache

5. Check WINS servers

6. Broadcast on the LAN for the name

7. Check the local LMHOSTS file

8. Return a failure message
· NetBIOS Names (such as when the NET command is used) are resolved in this order:
1. Check the local NetBIOS name cache

2. Check WINS servers

3. Broadcast on the LAN for the name

4. Check the local LMHOSTS file

5. Look in the local HOSTS file

6. Query the DNS server

7. Return a failure message
Manual TCP/IP Configuration
· The minimum required information for TCP/IP networking on a LAN is an IP address and a subnet mask.
· A default gateway allows access to other networks through a router
· DNS Server and WINS server are additional optional settings
· Manual configuration is done in Local Area Connection Properties, under TCP/IP Properties
· Generally avoided to save administrative labor and prevent mistakes and address conflicts
· Manual configuration can be more secure because a laptop that is connected will not automatically get an IP address
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Manual configuration may be needed if there are subnets without servers, and the routers used are not RFC 1542-compliant
Automatic TCP/IP Configuration with DHCP

· This is the most common and preferred method
DHCP has the steps shown in the figure to the right
· If the client gets no response from the DHCP server, it gives itself an IP address in the in the reserved Class B network 169.254.0.0

· For more details, see link Srv Ch 6f on my Web page
Troubleshooting TCP/IP
· IPCONFIG
· PING

· TRACERT

Activity: Making a TCP/IP LAN
Not in Book 

· For this activity, use the same setup you used for the NWLink and NetBEUI LANs.

Disabling NetBEUI and Enabling TCP/IP: Do this on Each Computer
66. If necessary, right-click My Network Places and click Properties, and in the Network and Dial-up Connections window, right-click NetBEUI LAN and select Properties to open a NetBEUI LAN Properties window.
67. Remove the check mark next to NetBEUI and check Internet Protocol (TCP/IP).  Click OK.
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In the Network and Dial-up Connections window, right-click NetBEUI LAN and select Rename.  Type in the name TCPIP LAN and press the Enter key.
Manual IP Addressing
69. Plan your LAN: assign one machine an IP address of 10.0.0.1, and the next one 10.0.0.2, and so on.

70. Open TCPIP LAN Properties, click Internet Protocol (TCP/IP), and click the Properties button.
71. Click the Use the Following IP Address radio button and enter the IP address you have assigned to this computer, with a subnet mask of 255.0.0.0, as shown in the figure to the right on this page. 
72. Click the OK button to close the Internet Protocol (TCP/IP) Properties window.  If a Microsoft TCP/IP box pops up saying The DNS server list is empty, click OK.
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Click OK to close the TCPIP LAN Properties window.  Notice the pause – this is when the IP address is actually assigned.

74. Repeat this process (steps 70-73) on each machine in your LAN, assigning each one a different IP address.

75. Right-click My Network Places and select Explore.  Expand Computers Near Me and navigate to another machine on your TCP/IP LAN.  Find the LANShare shared folder and open it, as shown in the figure to the right on this page.  Open the HELLO.TXT document to verify that your network is working, sharing files and folders.
76. Repeat the previous step on each machine in your TCP/IP LAN to make sure the whole network is working properly.  You may have to restart some or all of the machines to get them to appear in Computers Near Me.
An IP Address Conflict

Do these steps on the machine originally assigned an address of 10.0.0.2
77. Open TCPIP LAN Properties, click Internet Protocol (TCP/IP), and click the Properties button.

78. [image: image25.png]| acton vew || = = | @@ | B[ 2] 0

Tree | DHCP. l
o [y

5 samp3[10.0.0.1) g3 (100,011 Rurming
3 Server options




Change this machine’s IP Address to 10.0.0.1 and click the OK button to close the Internet Protocol (TCP/IP) Properties window.

79. Click OK to close the TCPIP LAN Properties window.  Note the error message that appears as shown to the right on this page. 
80. Right-click My Network Places and select Explore.  Expand Computers Near Me and try to navigate to another machine on your TCP/IP LAN.  You cannot – your TCP/IP networking is disabled.

81. Open a Command Prompt and enter the IPCCONFIG /ALL to see your current IP Address.  It is 0.0.0.0 – an invalid address that disables TCP/IP.
Do these steps on the machine originally assigned an address of 10.0.0.1
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Go to the machine originally assigned 10.0.0.1.  You should see an error message on its screen like the one shown to the right on this page. 
83. Right-click My Network Places and select Explore.  Expand Computers Near Me and try to navigate to another machine on your TCP/IP LAN.  You should be able to reach all the other machines except the one originally assigned the address 10.0.0.2.

84. Open a Command Prompt and enter the IPCCONFIG /ALL to see your current IP Address.  It is 10.0.0.1 – it has not changed.

85. Close the error message and all open windows.  Shut down the machine originally assigned 10.0.0.1.  
Do these steps on the machine originally assigned an address of 10.0.0.2
86. Return to the machine you assigned an IP address of 10.0.0.2.  Close the error message and all open windows.

87. Open TCPIP LAN Properties, click Internet Protocol (TCP/IP), and click the Properties button.

88. Notice that this machine’s IP Address is still set to 10.0.0.1.  Click the OK button to close the Internet Protocol (TCP/IP) Properties window.

89. Click OK to close the TCPIP LAN Properties window.
90. Close all windows and restart the computer.  Log in as Administrator with a password of password.
91. Right-click My Network Places and select Explore.  Expand Computers Near Me and try to navigate to another machine on your TCP/IP LAN.  You should be able to reach all the other machines except the one originally assigned the address 10.0.0.1.

92. Open a Command Prompt and enter the IPCCONFIG /ALL to see your current IP Address.  It is 10.0.0.1.

Do these steps on the machine originally assigned an address of 10.0.0.1
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Start the computer.  Log in as Administrator with a password of password.
94. The same two error messages appear, but on different machines.

This is how life is in a manually configured TCP/IP network: after someone makes a mistake and puts in a duplicate IP address, it becomes a race each day to see which machine starts up first.  The first one gets on the network, the second one cannot.  Unless the network administrator has good records and has prevented users from changing the IP addresses, this can be a nightmare where fixing one station creates conflicts with another one.
95. Right-click My Computer and select Manage.  Expand System Tools and Event Viewer.  Click on the System log and look for recent errors, marked with a red X.  You should be able to find the error message that explains the conflict, as shown to the right on this page.  Open it and read it to see exactly what happened.

If users close the error messages and forget what they said, you can look in the log to find out what really happened.

Dynamically Configured Addresses Without a DHCP Server
Do these steps on each machine in your TCP/IP LAN
96. Open TCPIP LAN Properties, click Internet Protocol (TCP/IP), and click the Properties button.

97. Click the Obtain an IP address automatically radio button.  Click the OK button to close the Internet Protocol (TCP/IP) Properties window.

98. Click OK to close the TCPIP LAN Properties window.  Notice the pause – this is how long it waits for a DHCP server to respond.  It is not long at all, perhaps 5 seconds.
99. Open a Command Prompt and enter the IPCCONFIG /ALL to see your current IP Address.  It should be 169.254.y.z where y and z are random numbers.  If the IP address is 0.0.0.0 that is because you are on the machine with a disabled network adapter because of an earlier IP Address conflict – just restart it.
100. Right-click My Network Places and select Explore.  Expand Computers Near Me and to navigate to another machine on your TCP/IP LAN.  You should be able to reach all the other machines.
Notice how nice this is: a workgroup with no DHCP server can operate without any manual configuration, just like NetBIOS does, as long as you don’t want to reach the Internet.  Each machine will get a random 169.254 address, and broadcasts are used to ensure that there are no conflicts.

Activity: Making a DHCP Server
Pages 481-491 

· For this activity, use the same TCP/IP LAN you have been working with

101. Pick one of your machines to be the DHCP Server.  It can be any machine running Windows 2000 Server.
Assigning the DHCP Server a Manual IP Address
102. The DHCP Server should have a manually configured IP Address, so that the clients can always find it.  We will assign the DHCP Server an address of 10.0.0.1.
103. On the DHCP Server, open TCPIP LAN Properties, click Internet Protocol (TCP/IP), and click the Properties button.

104. Click the Use the Following IP Address radio button and enter an IP address of 10.0.0.1 and a subnet mask of 255.0.0.1. 
105. Click the OK button to close the Internet Protocol (TCP/IP) Properties window.
106. Click OK to close the TCPIP LAN Properties window.  Notice the pause – this is when the IP address is actually assigned.

Installing DHCP
107. On the DHCP Server, open Control Panel and double-click Add/Remove Programs.  Click the Add/Remove Windows Components button.

108. In the Windows Components Wizard window, scroll down to Networking Services, click on it, and click the Details button.  If the Dynamic Host Configuration Protocol (DHCP) box is not already checked, check it.

109. In the Windows Components Wizard window, click Next.  Wait while the Configuring Components progress indicator moves.  If you are prompted to, insert your Windows 2000 installation CD-ROM.

110.  When the Completing the Windows Components Wizard box opens, click the Finish button.  Close Add/Remove Programs.  Close Control Panel.

Configuring a DHCP Scope
111. On the DHCP Server, click Start, Programs, Administrative Tools, DHCP.  

112. A DHCP window opens as shown to the right on this page.  Your server should appear in the left pane with a green up-arrow, and in the right pane with a status of Running.  If it has a status of Not Connected, wait a few minutes for the service to start. 
113. In the DHCP window, right-click your server name in the left pane and select New Scope.

114. In the Welcome to the New Scope Wizard screen, click Next.
115. In the Scope Name screen, enter a name of Cypress LAN or any other name you like for your scope and click Next.


116. In the IP Address Range screen, enter starting and ending IP addresses as shown in the figure to the right on this page.  Note that the subnet mask is automatically filled in for you.  Click Next.

117. The Add Exclusions screen lets you exclude certain addresses from the range.  We don’t need to exclude addresses, so leave the fields blank and click Next.

118. In the Lease Duration screen, accept the default duration of 8 days and click Next.

119. In the Configure DHCP Options screen select No, I will configure these options later and click Next.

120. In the Completing the New Scope Wizard screen, click Finish. 
121. Compare your DHCP window to the figure to the right on this page.  Your server should have a status of Running and a green up-arrow in the left and right panes.  The Scope has a red down-arrow, because it is not yet activated.
122. Go to another computer in your TCP/IP LAN and open a Command Prompt.  Enter the IPCONFIG /RELEASE and IPCONFIG /RENEW commands.  You get an error message saying DHCP Server Unreachable.  That’s because the Scope is not yet activated.
123. On the DHCP Server, right-click the Scope and select Activate.  It shows a blue exclamation point for a few seconds, and then its status changes to

** Active ** as shown in the figure to the right.
Note: If this server were a member of a Domain, it would have to be authorized before it could be activated.  Servers on workgroups do not need to be authorized.

124. Go to another computer in your TCP/IP LAN and open a Command Prompt.  Enter the IPCONFIG /RELEASE and IPCONFIG /RENEW commands.  You should get an IP address of 10.0.0.101.

125. Repeat the IPCONFIG /RELEASE and IPCONFIG /RENEW process for each computer in your TCP/IP LAN (except the DHCP Server).

126. On any machine in your TCP/IP LAN, right-click My Network Places and select Explore.  Expand Computers Near Me and to navigate to another machine on your TCP/IP LAN.  You should be able to reach all the other machines, verifying that your LAN is working properly.[image: image2.bmp]
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C:\Documents and Settings\Administrator>ipconfig /all





Windows 2000 IP Configuration





        Host Name . . . . . . . . . . . . : samp3


        Primary DNS Suffix  . . . . . . . :


        Node Type . . . . . . . . . . . . : Broadcast


        IP Routing Enabled. . . . . . . . : No


        WINS Proxy Enabled. . . . . . . . : No








C:\Documents and Settings\Administrator>
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C:\Documents and Settings\Administrator>IPXROUTE CONFIG





NWLink IPX Routing and Source Routing Control Program v2.00








Num  Name                      Network    Node           Frame


================================================================


1.   IpxLoopbackAdapter        1234cdef   000000000002   [802.2]


2.   Local Area Connection     00000000   00a0ccd52b15   [802.2]


3.   NDISWANIPX                00000000   0e5020524153   [EthII] -
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C:\Documents and Settings\Administrator>
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